Juniper Remote Access Instructions using RSA SecurID Token Authentication  
I.                 How to connect 
· Open Internet Explorer and browse to https://bpworkplace.epa.gov/. 
· Returning users:  Select “Connect to EPA VPN using RSA SecurID token and Pulse Secure VPN client.”.  Skip to Returning Users instructions.   
· First time users:  Select “First time users – Pulse Secure Installer Service program download and setup instructions”.  Follow First Time Users instructions. 
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· First Time Users:   
· Select and download the appropriate Pulse Secure program for your Windows Operating System – Win32 or Win64. 
· Installation of the Pulse Secure client requires system administrative privileges. 
· Instructions are included to change the behavior of Pulse Secure at Startup. 
· Reboot after successful installation. 
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· Returning Users:  At the Pre Sign-In Notification, read the notification and click Proceed. 
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· Enter user name as “firstname <space> lastname” then enter PIN and 6-Digit password from RSA token and click the Sign In button. 
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· If requested prior to the “Launching Pulse Secure …” page, select the RSA Business Partner Profile/Juniper Role associated with your access. 
· If requested, select the Always or Yes button to execute the Pulse Secure VPN client program.  
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· The One EPA Workplace screen will appear when you are connected to the EPA with the Juniper VPN Remote Access solution. 
· Mouse over the Pulse Secure icon in the system tray for connection status. 
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· Pulse Secure icon in system tray showing connected. 
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II. How to Disconnect 
· Locate your system tray.  The system tray is usually located in the bottom right-hand corner of your screen.  You may have to click the up arrow to see your running applications as shown below: 
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· Right-Click on the Pulse Secure icon, [image: ], and select Exit. 
  
III. If you experience problems. 
· For assistance installing the Pulse Secure program and computer related issues, work with your company’s IT Staff. 
· For assistance with EPA related access issues, contact your respective EPA AAA Admin or EPA BP Sponsor. 
· If additional assistance is needed, the EPA Call Center is available to open a trouble ticket for problems connecting to EPA using the Juniper Remote Access solution.  When contacting the EPA Call Center, please provide the following information to help direct the ticket to the correct group. 
· User name. 
· Telephone number. 
· Email address. 
· EPA BP profile name: 
· EPA AAA Admin or EPA BP Sponsor name. 
· Problem summary:  Business Partner remote access issue using Juniper. 
· Problem assignment group:  COTS AAA Svcs 
· EPA Call Center contact information: 
· 1-866-411-4372 
· Email:  EPACallCenter@epa.gov 
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